
 

 

 

 
 

Tuor Networks Inc. 

     Security Assessment QuickStart Offering 
  

   
Not sure about your security stance? Want a 

roadmap? We can provide one.  

 
 

 

Overview 
 

Time Allotted 

 Varies depending on company size, 

usually 1-4 days 

 1 day documentation offsite  

 

Deliverables 

 Onsite analysis of your Microsoft 

infrastructure including: base 

Windows servers, Active Directory, 

Exchange, IIS, SQL, ISA, TMG, SCE, 

MOM, SCOM, SMS, SCCM, 

networking, wireless, backups, 

password policy, physical access, 

logging, IT processes, defense in 

depth, antivirus, disaster recovery, 

business continuity, best practices, 

Windows lockdown, security policies 

and procedures review 

 Knowledge transfer to onsite IT staff 

 Documentation of all deficiencies 

found and suggested next steps for 

ramifications 

 We do NOT do penetration testing, 

dumpster diving or active attacks 

against the environment 

 

 

Introductory priced 

at $1,000 CAD / day 

plus documentation 

free of charge for 

engagements two or 

more days  
 

 

 

 

  
Let Tuor Networks guide your staff and provide a security 

assessment for your Microsoft Windows environment.  

 

We will provide a senior consultant that is a security 

expert to work with your staff members. We will examine 

your Windows systems and make recommendations to 

further increase your security posture.   

 

 

Tony Carnevale, Technical Advisor, Sunnybrook Health 

Sciences Centre 

Tony Carnevale, Technical Advisor, Sunnybrook Health Sciences Centre 

 

  Assessment 

With a senior security expert, we will examine your systems without any 

disruption to your network. We request that a single key customer staff member 

be dedicated to the assessment so that we can perform knowledge transfer as 

well as gain further insight into the environment and the IT processes.  

 

Training 

The key to a successful security assessment is solid training and knowledge 

transfer with those who will continue to maintain and administer the 

environment. To this end, Tuor will provide highly focused personalized 

knowledge transfer throughout the engagement, explaining why and where the 

concerns are. 

 

Customer Responsibilities 

To ensure the success of this high-value, accelerated offering, customer 

cooperation will be a key to success. It is expected that the customer will: 

 Provide access to all systems 
 Provide a dedicated contact for the Tuor consultant to work with 

 

 

Contact Tuor Networks Inc. (sales@tuor.ca) to schedule 

the Security Assessment QuickStart program 

 

     


